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Executive Brief

This report offers approaches and tools for successful 
IT outsourcing in the European market. It begins by 
presenting background on the European IT outsourcing 
market. This sets the stage for a general discussion of 
the value propositions and challenges associated with 
IT outsourcing. The main section of the report discusses 
a new mindset (a partnership approach) and a new 
tool set (a process-oriented model). Finally, the report 
looks at trends and future developments, and outlines a 
general set of recommendations to ensure success.

The European IT outsourcing market is expected to 
grow from about 3 percent (2004) to 7 percent (2007). 
Simultaneously, global sourcing by European countries 
will emerge at a compound growth rate of 27 percent. 
Thus, European governments and companies are being 
presented with opportunities to realize the value propo-
sitions of IT outsourcing, including access to advanced 
IT expertise, quick deployment, and cost savings. Yet, 
management and regulatory issues present challenges 
to fully realizing the potential of IT outsourcing.

The key to successful IT outsourcing lies in a new mind-
set and skill set. The new mindset is the partnership 
approach to managing IT outsourcing. This relationship-
based approach engages strategic thinking and fosters 
continuous service improvements to reflect fluctuating 
service needs and changes in technology.

The new skill set consists of a five-phase process 
model. The process begins with determining a sourcing 
strategy that clearly addresses strategic issues and 
objectives. The next phase involves analyzing IT sourc-
ing needs and operational relationships determined 
by functional requirements and performance matrices. 

These specific needs and requirements guide the selec-
tion of service providers and help in crafting  service 
contracts in the third phase. In the fourth phase, the 
organization-to-service provider transition is imple-
mented, perhaps to include systems or data migration, 
depending on the IT services being outsourced. With 
completion of transition, the focus shifts to managing 
service performance.

Managers of IT outsourcing must closely attend to the 
rising trend in best sourcing and address increases in 
management and regulatory complexity. Best sourcing 
involves finding the best combination of onshore and 
offshore alternatives that provide the best quality servic-
es at the most affordable costs. Meanwhile, managers 
must attend to increasing complexity when dealing with 
privacy, security, and employment issues in Europe and 
beyond. The governing structure of the IT outsourcing 
strategy must provide a mechanism for addressing such 
issues.

The report recommends adopting a new relationship/
partnership approach to help the organization stay 
strategic as it provides the resource commitments 
necessary for lasting success. To fully take advantage 
of global sourcing opportunities, organizations around 
Europe must build the appropriate management capac-
ity. Organizations will find it beneficial to work with a 
system integrator that can migrate and integrate frag-
mented systems while managing subcontractors. The 
final recommendation calls for adhering to the process 
model as thoroughly as possible in order to realize the 
value of IT outsourcing while minimizing its risks.
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Delivering Value with IT Outsourcing: Opportunities and Challenges in Europe

The European IT outsourcing market has seen rapid 
growth in recent years. The current growth rate is 3.1 
percent in 2004 and will rise to 8 percent in 2007, 
according to Gartner (2004). The continuing growth 
trend is particularly impressive, considering the number 
and size of IT outsourcing contracts awarded by Europe-
based enterprises and governments in 2003. 

A Face Lift: IBM to Overhaul IT Infrastructure

IBM has won a 10-year, multimillion-dollar deal to overhaul 
the information technology infrastructure of Northern 
Ireland’s health service. 

The Department of Health, Social Services and Public Safety 
(DHSSPS) of Northern Ireland outsourced the consolida-
tion of IT systems to IBM. This project will create a single 
business-process- driven system to replace 106 distributed 
multi-vendor IT systems. This project establishes the foun-
dation for a single electronic healthcare records system by 
2005. 

In 2003 European countries led the way in large IT 
outsourcing deals. If €800 million (approximate US$ 
1 billion) were to be used as a benchmark for “large proj-
ects,” then Europe-based organizations have awarded 
10 out of 15 of such projects. The largest and most 
visible project totaled €5.5 billion (£3.8 billion or roughly 
US$ 7 billion), a collection of multi-year contracts 
awarded by Britain’s National Health Service (NHS) to 
British Telecom and various partnering companies. This 
IT outsourcing project has received attention across 
Europe and beyond. It is seen as a possible model for 
transforming national healthcare systems, and as a 
possible impetus for more IT outsourcing in healthcare 
and other service areas. 

The current makeup of the IT outsourcing market in 
Western Europe sees the UK leading the way with a 35 
percent share. The Germany/Switzerland/Austria region 
ranks second with 22.8 percent. France and Italy have 
market shares of 12.8 and 8.8 percent, respectively. 
Nordic regions constitute 7.2 percent, while Spain and 
Portugal have 4.6 percent of the market (Gartner, 2004). 

Among recent European IT outsourcing projects, those 
initiated by government and healthcare sectors are lead-
ing the way. The mega deal attracting the most attention 
has been the British National Health Service’s multiple 
IT outsourcing plans comprising its 10-year, £5 billion 
modernization campaign started in June 2000. One 
of those plans includes British Telecom’s 7-year, £530 
million deal to develop a new national network. Another 
example of government healthcare outsourcing is IBM’s 
10-year contract to overhaul the information technol-
ogy infrastructure of Northern Ireland’s health service 
(McCue, 2003). 
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IT Outsourcing and Emerging Trends

IT outsourcing is the utilization of external organiza-
tions for the production and/or provision of information 
technology services. This utilization has two different 
dimensions: (a) the types of services involved and (b) 
the types of operational relationships between the orga-
nization and its vendor. The types of services include 
networks, applications, data centers, web-hosting, etc. 
One example is outsourcing desktop operating systems 
and applications by the National Health Service to Sun 
Microsystems pending a successful trial period (Sun 
Microsystems, 2004). 

IT Outsourcing
IT outsourcing is the utilization of external organizations for 
the production/provision of information technology services. 
Networks, desktops, applications, data centers, and web-
hosting are examples of commonly outsourced IT services. 

The types of operational relationships vary according 
to the degree to which the organization is involved 
in working with its vendors.  High level involvement 
usually reflects a partnership model where both parties 
invest significant time and resources to co-develop 
and manage IT services to fit their respective strategic 
objectives. Low level involvement follows the traditional 
purchasing model of outsourcing, where services are 
highly specified and flexibility and communication are 
rather limited.

Best sourcing has gained momentum with the maturing 
of the IT outsourcing market. Best sourcing refers to the 
use of sourcing strategies that are best for the organiza-
tion. Government and companies around the world 
have begun to realize that the best sourcing strategy 
helps them achieve strategic objectives. The sourcing 
arrangement can encompass IT infrastructure, business 
processes, or financial applications, so long as it meets 
the strategic needs of the organization. 

Global IT sourcing is also on the rise. It is estimated that 
emerging economies will account for up to 25 percent 
of traditional IT markets by 2010 (Gartner, 2004). This 
trend mostly results from the quality of IT services 
provided by vendors in other countries, as well as 
organizations in developed economies having increased 
experience and expertise in managing global sourcing 
arrangements. To respond to this trend, companies 
began to conduct rigorous processes to assess risks 

associated with offshore sourcing, particularly risks in 
the realms of politics, legal jurisdiction, and security/
privacy regulations.

Increasing complexity is another emerging phenomenon 
of IT outsourcing; it results mostly from mega deals 
and the need for integrating various IT components 
to provide comprehensive IT services. For example, a 
mega outsourcing deal usually involves many vendors 
providing network, desktop, database, and system 
migration and reengineering services. The coordination 
among vendors is a significant challenge. 

Value Propositions

The ultimate value of IT outsourcing lies in using infor-
mation technology to transform business processes to 
meet the objectives of the organization. It goes beyond 
having access to networks or more computing power. 
The real value comes from using information technology 
to reengineer business processes. This transformation 
entails better, faster, and more affordable services. This 
has been particularly relevant for healthcare for major 
Western European governments like France, the UK 
and the Netherlands. Not only do healthcare processes 
within these countries require modernization, the costs 
associated with healthcare are often the largest single 
component of public spending for these countries, 
typically ranging from 10-15%. For instance, in 2002, 
healthcare spending constitutes approximately 16%, 
15% and 13% for the United Kingdom, France and 
Germany, respectively. Taking Britain’s National Health 
Service (NHS) as an example, we see that not only 
does outsourcing save the UK government significant 
resources, but outsourcing the network building and 
management to British Telecom establishes a previously 
non-existent backbone infrastructure which can provide 
information and services to the whole country. The NHS 
deal also modernizes all the patient record processes 
for the entire country, and every citizen.

United
Kingdom

France Germany

16%
15%

13%
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Value Propositions for IT Outsourcing
• Transformation of business processes via information 

technology

• Access to IT expertise

• Cost savings

• Quick deployment

• Improvement in cash flow management

• Employment flexibility

The standard set of benefits associated with IT 
outsourcing includes access to IT expertise, cost-
savings, quick deployment, improvement in cash flow 
management, and flexibility in employment (Antonucci, 
et al., 1998). When a new major IT project is developed, 
governments often find themselves lacking the neces-
sary IT expertise. This is due mostly to the fast-changing 
nature of information technology and government’s 
competitive disadvantages in hiring and training skilled 
IT personnel. Cost savings are possible via leveraging 
economies of scale at the vendor side. Rather than 
building network capacity one government agency at a 
time, governments can outsource network services to 
network companies that can provide identical services 
at much lower unit costs. Quick deployment is a natural 
consequence of the increased technical and financial 
capacities obtained through a vendor.

In difficult financial times, governments welcome 
improvements in cash flow. This benefit can be realized 
by arranging with private companies to pay only for on-
going services. The vendor shoulders the initial capital 
investments and makes recoveries through service fees 
over time. Flexibility in employment is another advan-
tage of IT outsourcing. Vendors are more flexible than 
governments when responding to changes in demands 
for specific IT skill sets. 

IT outsourcing also makes meeting the requirements 
of e-Europe initiatives easier. For most European coun-
tries, e-Europe initiatives are more attainable when IT 
expertise is delivered by the private sector or companies 
in other countries. In the healthcare area, the European 
Commission has launched the e-Health action plan to 
bring health information network to member states by 
2008. IT outsourcing, as seen in the NHS IT program, is 
a viable solution.

IT Outsourcing Challenges in European 
Countries

Realizing these benefits in the European market 
requires an understanding of the risks associated with 
IT outsourcing. Project managers must navigate politi-
cal, regulatory, and management issues. The foremost 
political consideration involves employment, particularly 
when offshore sourcing is involved. Relative labor inflex-
ibility in European countries has been well documented 
as one of the barriers to outsourcing (Healy and Linder, 
2003). For example, countries like Germany and France 
make layoffs difficult and expensive. Any major IT 
outsourcing project must address employment concerns 
directly. 

Within the regulatory landscape, privacy issues are 
potential risk factors that must be managed. The EU 
Directive on data protection went into effect in October 
1998.1  The directive specifies the rights of data 
subjects, allowing them to be informed when data is 
collected and processed, and giving them the right to 
make corrections. With respect to outsourcing to non-
European countries, the transfer of personal data can 
only be allowed when the receiving country has the 
same level of protection as dictated by the directive. The 
U.S. Department of Commerce has devised a mecha-
nism called “safe harbor” to meet the EU’s requirement 
for the protection of personal data. Security plays an 
integral part in privacy concerns, when personal data 
must be protected from unauthorized access, loss, or 
misuse. Privacy issues become even more pronounced 
in service areas such as financial management and 
healthcare.
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Process-Oriented IT Outsourcing 
Management Strategy 

New Mindset

For realizing benefits and minimizing risks, an effective 
outsourcing management strategy requires not only 
a new tool set, but it also requires new mindsets. In 
IT outsourcing, the foremost shift in mindset involves 
shifting from managing a purchase to managing a rela-
tionship. An IT outsourcing arrangement is essentially a 
relationship that requires good strategic fit and on-going 
maintenance. The traditional purchase model does not 
cope well with changes in technology, user needs, and 
the regulatory environment. In contrast, a relationship-
based approach to IT outsourcing is relatively  adaptive 
and flexible in dealing with change. This approach is 
adaptive—that is, its emphasis is on finding strategic 
win/win solutions, maintaining frequent communication, 
and ensuring mutual adjustments.

The relationship-based approach is of increasing value 
due to the emergence of global sourcing. The organiza-
tion and its vendor remain in constant communication, 
both addressing changes in respective regulatory 
environments and changes in technological develop-
ment that may have implications for the IT services 
being outsourced. For example, if France’s government 
were to lift its limit on the three-year term for outsourcing 
contracts, then this might allow for modifications in cost 
recovery models, to make them more long-ranged.

Another important change in mindset involves looking 
at IT outsourcing as an on-going process rather than as 
a one-time undertaking. An IT outsourcing arrangement 
is—in its nature—process oriented. The process begins 
as early as identifying the sourcing need as part of the 
overall strategy. For example, an element of such a strat-
egy would stipulate a preference for open-source appli-
cations. Preference would be given to vendors adopting 
open-source strategies. This process continues, even as 
services are being rendered, so as to monitor the level 
and quality of services. A more comprehensive list of the 
steps involved, and their relationships with one another, 
will be presented below. 

This “process” perspective helps to sustain the resourc-
es needed at every step of implementation. One of the 
most common problems in IT outsourcing projects is the 
lack of management input during on-going service moni-

toring and upgrades (Chen and Perry, 2003). Another 
common problem involves rushing through the identifica-
tion of sourcing needs, particularly in the evaluation of 
how needs are related to the organization’s overall strat-
egy. An inadequate level of resource input at this stage 
is likely to cause strategic misalignment, which causes 
significant resource waste later on. 

Critical Success Factors 
The critical success factors for the relationship-based 
and process-oriented approach are relevant at every 
stage of the project lifecycle. They should serve as 
guidelines for managing IT outsourcing projects. They 
remain critical factors that require close attention, even 
as project size and emphasis may vary.

First, top management must be involved in the IT 
outsourcing arrangement. Initiating an IT outsourcing 
project requires that all parties involved have a clear 
understanding of business objectives. The involve-
ment of top management ensures that the outsourcing 
project is in alignment with the organization’s business 
objectives and it makes possible strategic alliances. Top 
management can also act as project sponsors, making 
adjustments to project scope and schedule. Another 
central responsibility of top management is to provide 
needed resources for implementing the IT outsourcing 
project.

Critical Success Factors
• Top management support

• Frequent and quality communication

• Provision of ample time and resources

• Continuous learning and benchmarking

• Proactive in addressing legal and regulatory concerns

The second critical success factor is frequent and qual-
ity communication among all parties involved in the 
project. Poor communication often results in problems 
in IT outsourcing. Communication becomes particularly 
critical as global sourcing becomes more common. 
Cultural differences and nuances in expression in 
regional or global contexts require frequent and quality 
communication to prevent misunderstanding. Frequent 
and quality communication requires that all involved 
parties view the IT outsourcing contract as a strategic 
opportunity for all. An established performance matrix 
and frequent updates provide necessary information for 
effective communication. 
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Ample time and resource inputs are critical for success. 
There is a tendency to underestimate the time and 
resources needed for a relationship-based IT outsourc-
ing arrangement. This is particularly the case when 
managers are reluctant to relinquish the procurement 
mentality, where continuous communication, adjustment, 
and service improvement are not properly considered. 
The organization and vendor should jointly designate a 
project manager or project team to serve as liaison. This 
should be an on-going arrangement over the entire life-
cycle of the project. The resources needed to conclude a 
contract should also figure into the resource calculation 
(Bendor-Samuel, 2002). In most cases, resource input 
is at its peak demand during transfers of operational 
responsibilities.

The organization engaging in IT outsourcing has the 
responsibility to conduct continuous learning and bench-
marking. The organization must have adequate in-house 
technical and management capacity. And this capacity 
requires continuous learning to build and sustain. Once 
in place, this capacity helps the organization evaluate 
the quality of IT outsourcing contract bids, as well as 
help in monitoring performance and making recommen-
dations for IT service adjustments. 

Another issue is benchmarking IT services. The orga-
nization must continuously scout IT services provided 
by other vendors, using their services as benchmarks. 
Such information helps improve services rendered by 
the current vendor. 

Being proactive in addressing security, privacy, and 
other regulatory concerns is another critical success 
factor. Privacy and security are two overarching require-
ments for IT outsourcing in the European market. These 
two concerns should be integrated into every phase of 
IT outsourcing. For example, when companies need 
to transfer IT network operational responsibilities, they 
must deploy safeguards against security breaches and 
invasions of privacy. The healthcare industry in particular 
possesses sensitive personal and medical information 
which are subject to regulation. Regulation compliance 
should also form part of the service agreement, even 
perhaps anticipating forthcoming regulatory changes.

Process Model

The proposed process model is generic enough for 
organizations of diverse needs and types. The model 
presents a “process” that organizations must undertake 
as they plan and execute IT outsourcing projects. 
Following this process, and attending to issues as 
they emerge at each phase, significantly increases 
the chance of success. The process consists of five 
phases (see Figure 1), beginning with formulating a 
sourcing strategy that clearly addresses strategic issues 
and objectives. Then, in the second phase, IT sourc-
ing needs are analyzed and operational relationships 
defined according to functional requirements and perfor-
mance matrices. In the third phase, these specific needs 
and requirements guide the selection of services provid-
ers and determine the crafting of the service contracts. 
Next, in the fourth phase, the organization-to-service 
provider transition is conducted, possibly entailing 
system and data migration, depending on the IT service 
being outsourced. Finally, with completion of transition, 
the focus shifts to managing service performance. 

The flexibility of this process model accommodates IT 
outsourcing scenarios at different stages of develop-
ment. The model helps organizations conceptually refer 
back to previous phases, to clarify the nature of the 
project so as to ensure more effective management 
in subsequent project phases. For example, an IT 
outsourcing project already at the contract negotiation 
phase can benefit from a more thorough investigation 
of sourcing strategies, needs, and operational relation-
ships. 

Though the model flow is sequential, it also provides 
feedback loops that refer back to previous phases. 
Learning gained at one phase can be incorporated into 
feedback loops that refer back to previous phases, thus 
generating information for possible adjustments. This 
allows for timely adjustments of strategic direction and 
operational relationships. Rapid fluctuations in service 
needs, market conditions, and technology options force 
the organization and service provider to better cope 
with change. For example, lessons learned in the transi-
tion phase may help the organization adjust for tighter 
control over operational relationships. 
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Figure 1. Process Model for Managing IT Outsourcing

Phase I: Determining a Sourcing Strategy
In the first phase, a sourcing strategy is determined. This 
involves defining the organization’s strategic business 
goals and ensuring that IT aligns with them (McIvor, 
2000). For healthcare managers, a strategic goal may 
be providing patient-centered services powered by 
information technology. In this case, the information 
systems to be installed must provide quick access to 
patient information and the ability to consult with doctors 
at the patient’s prior treatment locations. If the IT service 
is not currently available in-house, the organization must 
consider a sourcing strategy. At this phase, the focus is 
on the organization’s strategic IT goals. Equipped with 
a strategic IT plan, the organization has a guide for the 
sourcing strategy. 

Defining sourcing scope and strategy requires an 
adequate level of internal IT management capacity. An 
experienced IT outsourcing management team is more 
capable of assessing the associated benefits and risks. 
The relational nature of IT outsourcing arrangements 
dictates that the internal IT staff stays highly involved. 
The proper level of IT management capacity varies 
according to the scope and nature of the project. One 
indication of proper capacity is having enough in-house 
knowledge for selecting service providers, managing the 
relationship, and making performance adjustments. The 
focus of management capacity should not be directed at 
operational details, but rather, it should be directed at a 
general understanding of the strengths and weaknesses 
of various platforms, applications, and network options. 

The sourcing strategy has three general objectives: 
continuous service improvement, business continuity, 

and compliance with relevant laws and regulations. 
In formulating a sourcing strategy, the organization 
must consider how to continuously improve service. 
For example, to help accomplish this goal, the orga-
nization can find a strategic partner whose business 
model incorporates generating value through improved 
services. Business continuity is another issue in deter-
mining the sourcing strategy. The strategy must provide 
sufficient safeguards against IT service disruptions 
caused by major disasters. The safeguards should be 
placed in a risk management framework to help priori-
tize service items for business continuity. Compliance 
with relevant laws and regulations is another objective of 
the sourcing strategy. Privacy, security, and employment 
regulations are likely to comprise the main issues. Once 
the sourcing strategy has been determined according to 
the strategic IT plan, incorporating proper assessments 
of internal IT management capacity and identification of 
key objectives, phase II can begin.

Phase II: Analyzing Sourcing Needs and Operational 

Relationship
The second phase translates the strategic objectives 
into specific sourcing needs and operational relation-
ships. Even prior to considering a specific vendor, the 
organization first must specify the information system’s 
functional requirements that enable the delivery of 
strategic IT services. An example of a functional require-
ment is the ability to do enterprise resource planning 
(ERP) to link financial, accounting, and human resource 
systems. If the organization lacks a home-grown 
enterprise resource planning application, it may need 
to get an application, as well as allied support, from a 
service provider. Sourcing needs are best defined by 

Determining a 
sourcing strategy

Analyzing sourcing 
needs and operational 

relationship Selecting service 
providers and 

negotiating contracts
Transition to the 
service provider

Managing 
performance
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performance matrices in response to the three general 
objectives mentioned in the first phase. For service 
improvements, the performance measures may address 
an ERP application’s flexibility in dealing with changes in 
service demands. Business continuity may be defined by 
performance measures such as time required for bring-
ing service back online after a major disaster. 

The organization should take a partnership approach 
when arranging operational responsibilities with its 
vendor. This would involve identifying the strengths of 
a vendor and how those strengths may complement 
the organization’s operations. For example, Northern 
Ireland’s health service was looking for a centralized 
data center solution to address its fragmented and 
increasingly costly databases. It sought a service 
provider experienced in data migration, system integra-
tion, and centralized data centers. 

In health service, the operational responsibility is likely 
to focus on determining business functions and facilitat-
ing data migration. The service provider should provide 
technical support in the analysis of old systems and 
mapping of consolidation paths. The operational rela-
tionship should have some built-in flexibility. Flexibility 
is made possible through good strategic alliances and 
the partnership approach. Meanwhile, fluctuations in 
service needs and regulatory requirements are driving 
operational responsibilities. To determine what role the 
service provider will play, the organization must examine 
the various stages of the system development lifecycle, 
for example, focusing on information system design and 
implementation.

Investigating functional requirements and the opera-
tional relationship help in the selection of service provid-
ers, as well as provide an opportunity for reviewing the 
feasibility of the business objectives outlined in the first 
phase. When formulating functional requirements, the 
organization may find new and better ways to let infor-
mation technology help achieve business objectives. For 
the organization evaluating outsourcing options, a list of 
functional requirements gives a clear indication of which 
service provider is in the better position to meet those 
requirements.

Phase III: Selecting Service Providers and 

Negotiating Contracts
In the beginning of phase three, the organization 
ensures that it has an appropriate level of internal 
IT capacity to engage service providers and review 
contracts. A competent in-house IT management team 
is the prerequisite for selecting the appropriate service 
provider and negotiating service agreements. The IT 
management team should possess both, a certain level 
of technical knowledge, as well as contract management 
skills. Technical knowledge is needed for judging the 
merits of contract bids. With contract management skills, 
the management team can identify and solve potential 
problems, for example, those resulting from miscom-
munication. 

Though outsourcing arrangements vary significantly, the 
organization must find service providers that have good 
strategic fit, that can provide operational competency 
and compatibility, as well as adaptive and integrative 
services. The strategic focus of the service provider 
should match the organization’s needs. If the organiza-
tion requires a backbone network infrastructure as the 
foundation of its information system project, it should 
look for a company whose primary and long-term busi-
ness is network services. Operational competency is 
another important consideration. The service provider 
must demonstrate that it has the capacity to do the job 
properly. For large projects, the organization can require 
demos as part of the bidding process, to better under-
stand the competencies of the service providers.

System integrators are preferred because they can 
manage system integration and because they can adapt 
well. In fact, most new information system projects 
are integrative in nature, particularly when they aim to 
pursue the consolidation of IT services to support the 
enterprise. This would involve examining the old, frag-
mented systems to install interoperability and facilitate 
system migration. This is especially true for mega-proj-
ects that encompass entire organizations/enterprises 
already having separate applications and databases in 
various departments and units. Integrators are relatively 
more adaptive because they are not locked into a 
particular platform or application. They can deal with 
fast-changing technology by introducing new products 
and services as they provide values to their client orga-
nizations. 
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The IT outsourcing contract should be a service-level 
agreement that incorporates performance matrices, data 
stewardship, and penalty clauses. Service-level agree-
ments should clarify the expectations of both the orga-
nization and its vendor, making clear what IT services 
are to be performed, and the level of performance. 
Performance matrices capture the measures used to 
monitor performance levels. Performance measures 
can include, for example, uptime for business continuity, 
user satisfaction for overall performance, and ability to 
handle complex requests. Data stewardship addresses 
privacy and security concerns. The agreement must 
delineate the responsibility boundaries for securing data 
stored in an information system. Penalty and termination 
clauses should be established to address the possibility 
of unsatisfactory services or interruption of services. 
For example, the contract can include standards for 
termination as well as dispute resolution mechanisms 
(Lee, 1996). 

Phase IV: Transition to the Service Provider
Once the service agreements have been signed, the 
transition phase begins. The transition includes both the 
employment and information system dimensions. The 
organization must formulate and execute a compre-
hensive plan to smooth the transitioning of in-house 
personnel affected by the project. This may involve 
training programs or employment opportunities with the 
service providers. Employment issues must be carefully 
addressed, as this may prove to be the most controver-
sial issue, particularly in light of political and regulatory 
situations in the host country.

The information system dimension includes data/system 
migration and system integration. The magnitude of this 
task depends on the complexity of the existing system, 
the quality of data, and the extent of change involved. 
Also, this is an opportunity to prepare documentation 
on existing IT services and resources pertinent to the 
project, thus enabling the organization to track changes 
resulting from the transition.

A protocol for protecting privacy and securing systems 
during the migration is necessary. This protocol must 
map steps involved in migrating data and systems. 
Access control and accountability must be established to 
minimize transition risks. The organization must take the 
initiative when devising the protocol since it is ultimately 
accountable for any violation of laws and regulations.

The organization should budget ample resources to 
manage the transition in both the employment and 
system dimensions. This phase, compared to other 
phases, may prove to be the most resource-intensive. 
Much resource is required for cleaning the data, estab-
lishing common standards, and migrating to the service 
provider. The cost should be included in the outsourcing 
arrangement; nevertheless, the organization should be 
prepared for unforeseen costs. Organizational resource 
is also needed to manage organizational changes 
resulting from the transition. This may require new 
mindsets and skill sets, both of which require time and 
resources to cultivate.

Phase V: Managing Performance
Managing performance follows the transition phase. An 
important goal of this phase is that the organization stay 
focused on the business objectives that the information 
technology service aims to achieve. During this period, 
service needs are likely to change due to changing 
circumstances in, for example, market conditions or 
regulatory requirements. The organization must review 
its sourcing strategy to determine the changes needed 
for performance requirements or service enhancements. 

Yet another important guideline recommends that the 
organization maintain frequent and quality communi-
cation with vendors and key stakeholders. Business 
managers can review communications to evaluate the 
relevance of IT services to their business objectives. 
Managers, then, would be able to provide guidance on 
the next phase of service improvements. The organiza-
tion and its service provider must understand service 
performance and they must identify tasks for continuous 
improvement.

A dedicated IT manager or management team is critical 
for success. Thus, dedicated resources are needed; 
they can stay focused on business objectives, conduct 
continuous improvement, and facilitate timely exchange 
of service information and expectations. The manage-
ment team can deploy a performance management 
system to capture performance matrices included in 
the service level agreement. Such a system would also 
serve as the foundation for timely communication of 
service quality (Rubin, 1997). This performance informa-
tion system would also have another use; it can serve as 
a knowledgebase for service improvement ideas coming 
from both the service provider and the organization 
itself. 
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Case Study: IT Outsourcing for 
Modernizing Britain’s National Health 
Service

The IT Outsourcing Deal
Britain’s National Health Service (NHS) has launched 
the largest IT outsourcing initiative in Europe. The total 
value of all IT outsourcing arrangements for this 10-year 
modernization of healthcare service is worth over £5 
billion. The primary objective of this modernization plan 
is to provide better and faster healthcare services for 
everyone in England (Department of Health, 2003). 
Everyone will have access to his or her own electronic 
health records, regardless of the healthcare service 
provider. This patient-centric healthcare information 
service will result from modernizing and linking regional 
healthcare information systems and connecting them to 
a national system. The boldness of the NHS vision and 
sheer size of the deal are leading to increased interest 
among many world governments to consider outsourc-
ing healthcare IT, which is why the NHS deal merits 
further exploration as a case.

The modernization plan features a single national 
backbone system, with five regional systems linked to it 
(Collins, 2004). The national program is comprised of a 
broadband infrastructure, care record services, electron-
ic bookings, and electronic prescriptions. British Telecom 
(BT) won the 7-year, £530 million contract to provide 
the broadband infrastructure. BT is also the winner of a 
£620 million care record services system contract that 
has a national data spine, and subcontractors such as 
Oracle, Sun Microsystems, and Logica CMG. Holding a 
contract worth £64.5 million, Atos Origin is responsible 
for building a national electronic booking system for 
hospital appointments.

Five regional service providers won contracts to 
modernize local systems and to feed local healthcare 
information into the national system. The largest 
contract, in terms of population covered, is for the 
south region, which includes London. Fujitsu Alliance 
won this contract worth £896 million, thus becoming 
responsible for modernizing fragmented systems in the 
south. For northwest England and the west Midlands, 
CSC was awarded a £973million contract. Accenture is 
responsible for the eastern England region, having won 
a contract worth £934million. Again, Accenture led BT, 

Microsoft, and LSoft, a data security solution company, 
for the northeast England modernization contract worth 
£1.1billion. BT captured the London region with a £996 
million, 10-year contract.

The national strategic program at the Department of 
Health is responsible for developing the strategic IT 
plan for the modernization effort (Department of Health, 
2002). The Information Authority of the National Health 
Service was formed in 1999, and it is charged with 
developing and delivering information technology servic-
es to the NHS. The responsibilities of the Information 
Authority include setting national standards for data and 
applications, managing IT portfolios, managing sourcing 
processes, and overseeing implementation. 

Illustrating the Process Model with the National 
Health Service Modernization Project
The IT outsourcing endeavor of the National Health 
Service illustrates the utility of the process model 
presented above. The NHS experience is a good case 
study of how the process model can be applied. 

As the first step in determining sourcing strategy, the 
NHS began with a clear statement of strategic IT goals: 
building a patient-centric healthcare information system, 
enhancing learning and communication, and improving 
management and delivery of services (Department of 
Health, 2002). This would create an affordable first-class 
infrastructure and set of services. In its master plan, 
the NHS adopted a strategic outsourcing approach that 
sought partnership with industry. This approach lets the 
NHS focus on developing national standards and coordi-
nating a national strategy with regional and local entities. 
It uses private service providers to add speed and value 
whenever possible. 

The NHS established in-house IT capacity to evaluate 
its sourcing needs and to map its operational relation-
ship with potential service providers. Moreover, the 
sourcing strategy was aimed at making possible continu-
ous service improvements. It stipulated continuous 
benchmarking of services vis-à-vis healthcare organiza-
tions and IT service companies in England and abroad.

The NHS wants the best IT service that is also afford-
able. The identification of sourcing needs was aligned 
with the strategic objectives stipulated in phase one. 
These sourcing needs included a national informa-
tion system backbone, local service providers for five 
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regions, and the conversion of fragmented legacy 
systems that must be in interoperation with a national 
system. The national backbone requires a network 
service provider that also has system integration capa-
bility. Local service providers must have experience in 
modernizing legacy systems. 

One of the key sourcing needs requires that healthcare 
data be protected and secured. In an Output-Based 
Specification (OBS), the NHS has outlined requirements 
for audit, access control, data quality, security, and 
confidentiality. The specifications consists of over 300 
technical items that all prospective IT service providers 
are required to meet in order to win a contract.

The operational relationship envisioned at the outset is 
based on a partnership model. The Information Authority 
is responsible for establishing and maintaining national 
standards and monitoring service performance. Service 
providers are charged with operational responsibilities 
such as running networks and system migration. This 
is accomplished by following the strategic outsourcing 
principles articulated in the first phase.

British Telecom was the choice because of its high-level 
relationship with the government as well as its experi-
ence in the building of backbone systems. BT met the 
requirement for being a system integrator by partnering 
with Logica CMG. Another advantage of BT serving as 
the lead service provider is its understanding of Britain’s 
regulatory environment. To manage risk, the IT plan of 
the Department of Health has articulated, as a part of 
the contract process, the need for establishing resource 
and commitment targets for IT services (Department of 
Health, 2002, p.27). Also, key performance and avail-
ability targets should be established to manage potential 
problems with poor service levels. As suggested 
in the process model, integrators are preferred 
choices for both national and regional service providers. 
Interoperability with existing systems is critical for the 
success of a national healthcare system that relies on 
information from local primary care trusts.

A comprehensive management structure was put in 
place for facilitating transition. In light of the wide project 
scope, this structure requires three levels—national, 
regional, and local—to manage the transition. This 
large structure is needed to handle both technical 
and management issues. Technical issues include 
standardization, data migration, and system integra-
tion. Management issues include gaining support of all 
participating organizations and managing performance. 
Christopher Bland, Chair of BT, has long recognized the 
challenges of bringing organizations together that are 
used to working in silos (Collins, 2004). 

Performance management is an integral part of the 
overall management structure. This moves beyond the 
dedicated IT performance management team called for 
by the IT outsourcing process model. At the national 
level, there is monitoring of the delivery of infrastructure 
and broadband connectivity targets. Also, a national 
agency oversees the milestones and performance 
targets of regional and local services. Chief Information 
Officers of the regional Strategic Health Authority are 
responsible for monitoring performance targets and 
helping local entities to respond to information and IT 
performance management. Local units, for example, 
Primary Care Trusts and NHS Trusts, are responsible 
for managing IT service performance in the areas of 
implanting national data standards, data interchange, 
and standard specification systems. The sheer complex-
ity of the endeavor requires a partnership approach in 
the effort to maintain communication and collaboration 
among involved organizations—as has been suggested 
in the process model. Frequent and quality communica-
tion is possible when participating organizations share 
success. 
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Trends and Future Developments

Best Sourcing is on the Rise
Best sourcing is on the rise for IT outsourcing in Europe. 
Best sourcing is aimed at meeting the organization’s 
strategic goals by finding the best combination of in-
house and service provider expertise and resource. 
Depending on relative costs and expertise, a best sourc-
ing strategy may combine both onshore and offshore 
solutions. The search for external IT expertise and 
resources has recently gone beyond national borders 
due to the increasing pressure to deliver higher levels of 
service at lower costs. Best sourcing implies finding the 
best combination of better services with less cost. 

For European countries, global sourcing is likely to 
continue to grow due to the maturing of offshore sourc-
ing arrangements. Offshore IT sourcing spending for 
Western Europe alone is expected to grow from 1.1 
billion in 2004 to over 3.6 billion in 2009 (Parker et 
al., 2004). India, Australia, and China will likely be 
the countries of choice. India, with its combination of 
language and IT expertise, is likely to be the leader. 
India may eventually profit from up to 80% of the spend-
ing during the period between 2004 and 2009 (Parker et 
al, 2004). On the other hand, Australia has the language 
advantage where China enjoys the advantage of having 
the least-costly IT expertise. Near-shore choices also 
favor European countries. Ireland, Russia, and Eastern 
European countries, among others, are competitive due 
to cultural and regulatory compatibility, language, and 
niche market expertise. For example, a transportation 
company in Denmark has worked with Ementor, the 
largest Swedish IT outsourcing company. In another 
example, Ireland has emerged as a key location for 
packaged applications. 

Increase in Regulatory and Management 
Complexity
The landscape of Europe’s IT outsourcing has seen 
increasing regulatory and management complexity as 

organizations consider more complex sourcing alterna-
tives with in-shore and off-shore service providers. EU 
privacy and security regulations governing IT services 
incorporating the movement of personal data have 
given rise to increased regulatory complexity. In 2004, 
the European network and information security agency 
was established to help EU member states meet the 
requirements for network and information security. The 
protection of privacy has been a long-standing tradition 
of European countries. The 1995 EU Directive on the 
protection of data on individuals and movement of data 
became effective in October 1998. The data protection 
requirements are built on the principles of informed 
consent and confidentiality. The 2002 EU Directive on 
privacy and electronic communication further protects 
the privacy of subscribers of Internet and telecom-
munication services.1 For the transfer of personal data 
to a third-party country, the Commission of European 
Communities has passed a standard contractual clause 
to govern such transfers.

Another regulatory consideration involves employment 
issues. England, the driving engine of IT outsourcing 
in Europe, has employment protection regulations that 
govern the transfer of undertakings. Most European 
countries still have stringent rules on hiring and firing 
employees (Healy and Linder, 2003). An IT outsourcing 
arrangement is much more manageable when it only 
involves the creation of employment opportunities. Using 
a national IT service provider as a system integrator to 
work with sub-contractors abroad is another common 
strategy for dealing with the political implications of 
offshore sourcing.

Thus, management of IT outsourcing has become more 
complex as new regulations and best sourcing oppor-
tunities emerge. Management must evaluate a large 
set of IT service alternatives. Moreover, organizations 
will find it necessary to deal with governance issues as 
outsourcing IT services becomes strategic and relation-
ship-based.
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Recommendations

Adopting a New Mindset Focused on 
Relationship Management

Managers of IT outsourcing projects need to adopt a 
new mindset focused on relationship management. 
The focus on relationship requires a serious look at 
the organization’s strategic goals and those of the IT 
service providers. Finding a good strategic fit is critical 
for success. The relationship-based approach moves 
beyond one-time procurement thinking and seeks to 
map out a long-term relationship. This is closer to reality 
since most IT outsourcing projects span over at least 
five years. For example, many of the National Health 
Service’s IT outsourcing deals are in the ten-year 
timeframe. Another important aspect of relationship 
management involves sustaining resources for transition 
and performance management. An on-going relationship 
requires frequent adjustments, depending on market 
conditions and changing service needs. Thus, a perfor-
mance management team is needed to maintain quality 
and frequent communication.

Building Management Capacity for Global 
Sourcing
Management capacity is critical for the success of IT 
outsourcing. Organizations first must treat IT outsourc-
ing management as a critical strategic component. The 
pressures to provide cost-effective and quality service 
are mounting, not only for European companies, but 
also for governments. At the same time, inside and 
outside Europe, opportunities exist for taking advantage 
of economies of scale in IT services. 

Building IT outsourcing management capacity is impor-
tant for realizing the benefits of IT outsourcing while 
minimizing risks. IT outsourcing management capability 
lets the organization conduct constant scanning of the 
global market of IT service providers. This also entails 
contract management capacity in the area of establish-
ing necessary governance structures that address, for 
example, performance measurement, security, and 
privacy. More importantly, the management team should 
engage in continuous service improvements by aligning 
outsourced IT services with the organization’s goal. 

Working with System Integrators with Key 
Capabilities

System integrators are the preferred choice when 
system migration and integration are the main tasks in 

an IT outsourcing project. In most cases, system migra-
tion and integration constitute an important part of an IT 
project. 

System integrators have the advantage of flexibility 
when choosing the right platform and/or application for 
the organization. They can select from various IT service 
providers to put together a custom package. For exam-
ple, British Telecom worked with Sun Microsystems, 
Oracle, and Logica CMG to provide desktop, database, 
and system design and integration.

Moreover, system integrators can serve as a single point 
of contact for the organization. This helps the organiza-
tion deal with management and regulatory complexity, 
particularly when global sub-contracting comes into play. 
A capable system integrator must be able to deal with 
multiple layers of management structures in the host 
country and abroad.  

Adhering to the Process Model
The process model presented in this report can serve 
as an excellent guide for mapping out the phases and 
issues involved in conducting successful IT outsourc-
ing. The model provides a methodology, posing at the 
outset the most important question of how the sourcing 
strategy will help achieve the organization’s strategic 
goals. Even prior to selecting IT service providers, the 
organization first must analyze its sourcing needs and 
formulate an operational relationship that supports 
a collaborative arrangement. Once sourcing needs 
and management structures have been determined, 
the organization then selects IT service providers 
and negotiate a service-level contract. Transition is a 
separate phase due to the amount of effort involved in 
system and data migration. Performance management 
incorporates continuous service improvements, usually 
spanning some five to ten years.

Adhering to the process model forces an organization to 
think through the important issues and allocate resourc-
es needed for IT outsourcing. In practice, the emphasis 
on preparation even prior to selection is of great value, 
as can be seen in the case of Britain’s National Health 
Service modernization project.
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Endnotes
IFor more information on the EU Directive on data 
protection, visit www.cdt.org/privacy/eudirective.

IIThe official title of this document is “Directive 2002/58/
EC of the European Parliament and of the Council of 12 
July 2002”. It is concerning the processing of personal 
data and protection of privacy in the electronic commu-
nication sector (Directive on Privacy and Electronic 
Communication). This document can be found in the 
Official Journal of the European Community.

The authors would like to thank Richard Knepper, 
MPA/MA, for his excellent research assistance.



18 Managing Government and Healthcare IT Outsourcing in Europe 19

About the Authors

Yu-Che Chen is an Assistant 
Professor of eGovernment 
and Public Management at 
Iowa State University. He 
is the lead faculty member 
of the Public Policy and 
Administration Program’s 
eGovernment concentration. 
In 2001-2003, he was a 
visiting Assistant Professor 
of Information Systems and 

Public Affairs in the School of Public and Environmental 
Affairs at Indiana University. 

Dr. Chen’s current research interests include (a) manage-
ment of IT outsourcing and partnership, (b) implementa-
tion and management of eGovernment projects, (c) e-civic 
engagement, and (d) the role of management networks 
in the production and delivery of eGovernment services. 
He is currently running two large grant projects with the 
combined amount of a quarter million dollars. One is on 
gauging the demand of citizens and businesses for elec-
tronic government services. The other involves building 
and studying a state-wide information system for collabo-
ration among local governments. 

He has published in Public Performance and Management 
Review, Government Information Quarterly, and Public 
Administration Quarterly. He also published a manage-
ment report on IT outsourcing funded by the IBM 
Endowment for the Business of Government. His most 
recent book chapter on national digital government devel-
opment strategy is included in the Electronic Government 
Strategies and Implementation. His research article on 
computer security issues will appear in International 
Journal of Electronic Government Research early in 2005. 

Dr. Chen teaches eGovernment courses such as 
eGovernment and Information Policy and Managing IT 
in the Public Sector. Moreover, he offers a course on 
legal and ethical issues in information assurance as a 
faculty member of the Information Assurance Program 
at Iowa State University. He has both national and 
international service appointments. He serves on the 
National Association of Schools of Public Affairs and 
Administration’s Information Technology Committee.  
Recently, he joined the International Advisory Board of the 
Encyclopedia of Digital Government.

James L. Perry is 
Chancellor’s Professor in 
the School of Public and 
Environmental Affairs 
(SPEA) and Senior Scholar 
in the Center for Service 
and Learning at Indiana 
University—Purdue 
University Indianapolis. 
He has also held 
faculty appointments at the 

University of California, Irvine, the Chinese University of 
Hong Kong, the University of Wisconsin, Madison, and 
Indiana University Bloomington. In 1992, he served as 
special assistant to the assistant secretary for personnel 
administration, U.S. Department of Health and Human 
Services. In 1999-2000, he was senior evaluator at the 
Corporation for National Service. He received an under-
graduate degree from the University of Chicago and 
M.P.A. and Ph.D. degrees from the Maxwell School of 
Citizenship and Public Affairs at Syracuse University.

Dr. Perry directs the Indiana University American 
Democracy Project, which is devoted to preparing 
students for lives of active citizenship. His recent 
research focuses on public service motivation, commu-
nity and national service, and government reform. His 
research appears in such journals as Academy of 
Management Journal, Administrative Science Quarterly, 
Nonprofit Management and Leadership, Nonprofit and 
Voluntary Sector Quarterly, and Public Administration 
Review. His most recent book is Civic Service: What 
Difference Does It Make (2003, M.E. Sharpe), co-
authored with Ann Marie Thomson.

Dr. Perry has received several national awards, 
including the Yoder-Heneman Award for innovative 
personnel research from the Society for Human 
Resource Management. He received two awards, the 
Charles H. Levine Memorial Award for Excellence in 
Public Administration and the Distinguished Research 
Award, given jointly by the American Society for Public 
Administration (APA) and the National Association of 
Schools of Public Affairs and Administration (NASPAA). 
He is a fellow of the National Academy of Public 
Administration and chair of the Indiana Commission on 
Community Service and Volunteerism.



© Copyright IBM Corporation 2004
Printed in the United States of America
11-04
All Rights Reserved

    IBM is a trademark or registered trademark of 
International Business Machines Corporation in 
the United States, other countries, or both.

    Other company, product and service names 
may be trademarks or service marks of IBM or 
of others.

    References in this publication to IBM products 
or services do not imply that IBM intends to 
make them available in all countries in which 
IBM operates.

    The opinions and conclusions expressed herein 
are entirely the views of the author and may not 
reflect the views of IBM.

HCM06-00


